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DEFINITIONS: 
 
“Agreement”: These Terms, Conditions, the Contract and all 
appendices. 
 
“Commencement”: The day specified in the Contract on which the 
Contract enters into force. 
 
“Contract”: The main page and the Contract to which these 
conditions are attached.  
 
“Customer”: The Customer as specified in the Contract. 
 
“Loss”: Documented Loss as defined by applicable law including, but 
not limited to, any and all damages, losses, liabilities, disputes, claims 
or expenses (including, but not limited to, all reasonable attorneys’ 
fees or legal costs incurred by a Party in relation to the terms and 
conditions of this Agreement). 
 
“Mobile Patrol”: A uniformed guard from or as a representative of 
Securitas, typically in a car, performing/providing its Services e.g., 
inspections, rounds and emergency response to alarms.  
 
“On-site guard”: A uniformed guard from or as a representative of 
Securitas guard performing/providing its Services at a permanently 
fixed location. 
 
“Party”: The Customer or Securitas.  
 
“Place of work(s)”: The location/locations where Securitas is 
required to perform/provide its Services as specified in the Service 
Description. 
 
“Products”: Technical products, material, installations, equipment, 
accessories, spare parts, components, key boxes, signs, 
cables,licences, intellectual property rights, servers, back-office-, 
reporting- and production systems, digital services including in 
Securitas group, software and documents such as TV monitoring, 
opening detectors, cabling, alarm systems and alarms, access 
control systems, access cards, parking meters, panic alarm, 
tracking and retrieval equipment, defibrillators (AED), fire safety 
equipment and mechanical security (e.g. fence and bollard). 
 
“Remuneration”: Securitas’ invoice to the Customer for the Services 
performed, cf. the Service Description and Remuneration for 
additional Services agreed between the Parties.  
 
“Securitas Operation Center (SOC)”: A police-approved Operation 
Center with security staff in accordance with the Danish Security 
Business Act.  
 
“Service Description”: Specification of Services that Securitas must 
perform/provide to the Customer under this Agreement, including, 
e.g. response time requirements, scope of Service, etc. Further 
details may be specified in appendices to the Agreement. 
 
“Services”: The agreed services performed or provided by Securitas, 
for security tasks and related Services, e.g. guard duties, 
assignments for SOC, parking services, reception duties, 
performance of service, inspection, repair, replacement, function 
test, test report, checklists and general assignments in accordance 
with industry-specific guidelines and directions.  Depending on the 
extent and nature of the damage, Services include coverage and the 
ordering of, for example, emergency services, craftsmen and 
damage control companies, as well as the reconnection of systems. 
Until other security is established, Securitas' security guard will 
remain at the address. The scope of Services is stated in the Service 
Description. 
 
“Standard Operating Procedure (SOP)”: Written instructions from the 
Customer to Securitas on how and when Securitas should respond to 
an alarm, including handling of specific tasks and with a unique and 
suitable password. It is the Customer’s responsibility that the SOP is 
always kept up to date, correct and adapted to current needs, and 
that the password is not misused. 

“TV Monitoring”: Cameras, installations or equipment designed for 
TV monitoring. 

1. COMMENCEMENT DATE, DURATION AND TERMINATION OF 
THE AGREEMENT 

1.1 Commencement date, etc. The commencement date and 
termination of the Agreement are stated in the Contract (the 
contract period); however, the contract period is at least 1 year 
unless another contract period has been agreed in writing 
between the Parties. The contract period is then automatically 
extended by a minimum of 1 year, unless otherwise agreed in 
writing.  

1.2 Services predating the commencement date. If Securitas 
performs/provides Services before the commencement date, 
the conditions of this Agreement will also apply to such 
Services.  

1.3 Termination. Either Party may terminate the Agreement in 
writing giving at least 4 months’ notice to terminate at the end 
of the contract period. 

2. SCOPE AND PERFORMANCE OF SERVICES  
2.1 Service and equipment. Securitas perform/provide Services to 

the Customer on the specific terms set out in the Agreement. 
The delivery of Services is considered to have taken place 
when the Service has been performed. 
 
Securitas and the Securitas Group have unconditional 
ownership of Products delivered/installed and possibly 
developed by Securitas. The Customer shall keep the Products 
insured. 
 
During the term of the Agreement, the Customer is granted a 
non-exclusive right to use the Products and Services. The 
Customer is not entitled to use, utilise, lease out, lend, sub-
license, transfer, move, modify, connect, remove or dispose, 
service, in law and/or in fact, of Securitas’ Products in any 
other way in contravention of Securitas’ directions, 
recommendations and interests. Any breach hereof may 
constitute a material breach of the Contract, and the Customer 
may be invoiced separately as a result. 
 
Upon termination of the Agreement, the Products must be 
returned by the Customer to Securitas – CIP (Incoterms 2022) 
Securitas provided address. 

2.2 Instructions and changes from the Customer.  

Prior to performing Services: If, prior to Securitas’ (part-) 
performed/provided of the agreed Services, the Client changes 
the terms of the Agreement, e.g. modification of Services 
entailing a higher risk for Securitas, or if the Remuneration 
changes by more than 10%, Securitas will inform the Customer 
in writing whether Securitas can accept the changes and, if so, 
with what consequences in terms of the Remuneration. 
 
While performing the Services: Securitas follows instructions 
from the Customer in accordance with the Service Description. 
If the Customer adds or reduces instructions in relation to the 
Service Description varying the performance of the Services, 
the Customer is solely responsible for the outcomes and 
consequences thereof and indemnifies Securitas in respect of 
any and all Losses thereby incurred. The Customer is obliged to 
notify Securitas without undue delay in the event of changes to 
the Service Description. If Securitas is able to approve the 
change, Securitas will notify the Customer in writing, including 
the consequences of any such change in terms of the 
Remuneration. If the Customer makes changes without 
Securitas’ prior written consent, Securitas may terminate the 
Agreement or change its Remuneration. 

2.3 Staff and subcontractors. Securitas may use subcontractors to              
perform all or part of the Services. Securitas may change the                
staff responsible for performing/providing the Services at any              
time. The Customer may make a written request to Securitas                
for a change of staff, but Securitas will decide whether and, if                
so, how such a request can be granted.     

2.4 No warranty. Securitas cannot guarantee, express or implied, an 
outcome of its Services to the effect that Securitas Services will 
prevent Loss or accept responsibility for the safety or security 
of the Customer’s place(s) of work.  
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Securitas cannot guarantee the delivery of Products at a 
specific time. 
 
Unless expressly agreed, Securitas is not engaged as a                            
security/safety advisor.  

3. THE CUSTOMER’S OBLIGATIONS 
3.1 Cooperation. The Customer must comply with applicable 

requirements for licences, authorisations and permits. In 
addition, the Customer must cooperate with Securitas to 
ensure Securitas and the Customer have the best possible 
conditions for cooperation. This includes, among other things, 
that the Customer warrants: 

(i) a safe, healthy working environment and conditions for 
Securitas staff in accordance with applicable laws, 
specifications, industry standards and rules/regulations.  
(ii) Compliance with applicable legislation, specifications, 
industry standards, and rules/regulations related to the 
Products. 
(iii) all relevant information (e.g. if Customer changes or 
replaces locks, keys or the access system), proper access (e.g., 
lift, ladder or similar), visibility including sufficient light, pruning 
of shrubbery or the like and dealing with icy roads 
(iv) Assistance to Securitas so that Securitas can perform its 
Services without interruption and at times chosen by Securitas. 
The Services are performed on weekdays between 8:00 AM 
and 4:00 PM. 
(v) sufficient a) updating and amending of SOP and instructions 
and b) upgrading of security after Securitas has pointed out 
errors, deficiencies or inconsistencies in the Client’s security, 
safety or risk profile; and  
(vi) promptly informing Securitas of any circumstances that may 
affect Securitas’ security, risk or obligations under this 
Agreement, or that may result in an increased cost in terms of 
Securitas’ performance of the Services. 

3.2 Power Supply and Broadband Connection.  Prior to the 
installation of the Product(s), the Customer shall ensure the 
availability of a functional and sufficient broadband connection, 
connectivity to Securitas Operation Center, and 230 VAC 
power supply to the central equipment and cameras, unless 
otherwise agreed in writing. Should any delay by the Customer 
in fulfilling these obligations result in additional costs for 
Securitas, Securitas shall be entitled to invoice the Customer 
for such costs. 

3.3 Credit Approval. The Customer shall be subject to credit 
approval on terms acceptable to Securitas. Failure to obtain 
such credit approval shall be deemed a material breach of 
contract. 

3.4 Function Testing. The Customer shall regularly perform 
documented self-inspections to verify the operational 
functionality of the Products. Any testing of the alarm system 
must be pre-arranged with Securitas Operation Center using a 
unique and appropriate password. 

4. REMUNERATION 
4.1 Remuneration. The Customer shall pay Remuneration to 

Securitas for the services performed/provided as specified in 
the Contract. In the event of a dispute over a Service, the 
Customer cannot offset against future Remuneration.   

4.2 Installation, Service, and Inspection. Where Securitas requires 
the use of a lift, ladder, or similar equipment for installation, 
service, or inspection, the Customer shall provide such 
equipment at its own expense. If the Customer fails to do so, 
Securitas reserves the right to invoice the Customer for the 
associated costs. 

4.3 Change of Remuneration. Securitas may adjust the total 
Remuneration during the contract period if Securitas’ costs for 
Services increase, e.g. as a result of:  

(i) increases in wages, collective agreements, inflation or costs 
related to motor vehicles, materials, Products (including if 
prices from Securitas’ vendors have increased), equipment and 
consumables;  
(ii) changes in insurance premiums; and/or  
(iii) changes in legislation/regulations or certification conditions 

related to the Services.  

4.4 VAT, taxes and duties. Any amount payable under this 
Agreement will be subject to VAT, any taxes and any other tax 
amounts under applicable law.   

4.5 Requirements from public authorities. Any fees, charges or 
costs charged by public authorities, supervisory bodies or 
licensed companies shall be borne by the Customer. 

4.6 Parking. Securitas invoices incurred parking charges 
separately. 

4.7 Key box. Securitas invoices separately if Securitas is required to 
install, service or has to place keys in a key box. 

4.8 Procurement/supplier system. Securitas invoices the Customer 
for the time spent on entering/registering the Customer’s 
required information about Securitas in a system chosen by the 
Customer. 

4.9 Unjustified complaint. In the case of an unjustified complaint, 
Securitas is entitled to charge for labor and materials in 
accordance with the applicable price list. 

4.10 Telecommunications Company, etc. Fees or subscriptions to 
telecommunications company(ies) for the use of the telephone 
network, as well as fees or charges to the police, fire 
department, or other authorities, are not included in Securitas’ 
services. 

4.11 Dismantling or Modification of Products. In the event of 
dismantling, disassembly, or modification of the Products, 
regardless of the reason or timing, the Customer will be 
invoiced separately, with payment due 14 days from the 
completion of the work. Costs for repairs, restoration, painting, 
etc., following dismantling, disassembly, or modification shall 
be borne by the Customer. 

4.12 Tasks Outside the Agreement. If Securitas undertakes a task 
beyond its obligations under the Agreement, the Customer will 
be invoiced separately for such tasks. 

4.13 Dispatch Surcharge. Securitas may invoice the Customer 
separately when alarm monitoring is conducted from another 
Operation Center, and Securitas performs Alarm Patrol 
services. 

5. INVOICING AND PAYMENT 
5.1 Payment of Remuneration.  

(i) The Customer is invoiced quarterly in advance or at the end 
of an ad hoc task. For contracts and construction projects, 
Securitas may invoice on account. Invoices must be paid within 
10 days from the invoice date.  
(ii) The Customer must, within 8 days from the invoice date, 
notify Securitas in writing of any objections regarding 
discrepancies or doubts about the amount of the 
Remuneration. If the deadline is exceeded, the Customer loses 
the right to raise an objection. The Customer is required to 
make payment regardless of any inaccuracies in the payment 
specifications. 
(iii) In the event of late payment of the Remuneration, Securitas 
shall be entitled to charge default interest and reminder fees in 
accordance with current legislation, until payment is made. The 
Customer shall pay any and all costs associated with late 
payment of the Remuneration in accordance with the 
Agreement.  
(iv) The Customer shall notify Securitas in writing of any 
changes to payment details, etc. 
(v) If Securitas is required to take legal action to recover its 
claims under the Agreement, the Customer shall pay Securitas’ 
legal fees, court costs and the like.  

5.2 Charges. Securitas may charge an invoicing fee per payment. 

5.3 Suspension. In the event of late payment, Securitas may 
suspend the performance of its Services under the Agreement 
subject to a minimum of 8 days’ written prior notice. 
Suspension does not release the Customer from its obligations. 
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5.4 Prompt cash payment. In the event of non-payment by the 
Customer due to liquidity problems, Securitas may make its 
continued performance of Services subject to prompt cash 
payment for Services performed/provided (whether or not the 
Services are invoiced) and/or for Services to be 
performed/provided. Securitas may also require advance 
payment. 

6. LIMITATIONS OF LIABILITY 
6.1 Liability for Loss. Securitas’ liability for the Customer’s Loss and 

any other liability under this Agreement is limited to DKK 10 
million per claim and per year. However, product liability is 
limited to DKK 5 million per incident and per year.  

 
6.2 Liability for Personal Data. Securitas’ liability for the Customer’s 

Loss and any other liability arising from Securitas’ processing of 
personal data under this Agreement is limited to DKK 1 million 
per incident per calendar year. See also section 6.3.      

6.3 Exception for indirect and consequential Loss. In no event shall 
Securitas be liable for any indirect Loss, including but not 
limited to, consequential Loss, Loss of profit, financial Loss, 
Loss of revenue, Loss due to force majeure or Loss of 
reputation, irrespective of knowledge of the risk of such Loss.  

6.4 Product liability. When taking over the Customer’s existing 
products, Securitas shall not be liable for any Loss arising 
therefrom. Securitas shall not be liable for any Loss (e.g., errors, 
failures, lack of functionality, or reduced performance) related 
to Products supplied by Securitas, where such Loss is caused 
by, but not limited to, the following circumstances attributable 
to the Customer: 

i) negligence, misuse, incorrect operation, use contrary to 
instructions, covering of detectors, reduced image quality, lack 
of or inadequate maintenance or servicing, inspection or 
repairs carried out by parties other than Securitas. 
ii) technical faults, overload, power failure, induction, short-
circuit, overvoltage or voltage fluctuations, lightning strikes, 
external events beyond Securitas’ control, or changes due to 
software updates or upgrades. 

6.5 Insurance company. If the Customer’s insurance company 
provides compensation to cover a Loss, Securitas will not 
compensate the same Loss. Furthermore, the Customer’s 
insurance company cannot seek recourse against Securitas. 

6.6 Complaints and claims. The Customer shall inform Securitas in 
writing and in detail of any documented Loss (Claim) relating to 
Securitas’ Services. Securitas must be provided with the 
information within 90 days after the event occurred or after the 
Customer should have been aware of the event that resulted in 
the Loss. If the Customer does not complain to Securitas by the 
specified deadline, the claim against Securitas lapses. Unless 
otherwise stated in this Agreement, the Customer may not 
invoke any other remedies for breach. 

6.7 Remedy. Securitas shall determine the manner of remedying 
any justified defects, and Securitas shall, at its sole discretion, 
be entitled to carry out a full or partial replacement. Securitas 
may make up to three attempts to remedy a reported defect 
(Loss). 

6.8 Third-Party Deliveries. Securitas assumes no liability for Service 
issues caused by delivery errors or failures by 
telecommunications providers (tele/data connections), utility 
companies, transport companies, or similar third parties that 
result in non-functionality of the Products. However, Securitas is 
obligated to lodge a complaint with the relevant third party and, 
if necessary, arrange for replacement delivery at the 
Customer’s expense and risk. 

7. CLAIMS BROUGHT BY THIRD PARTIES 
7.1 Indemnification. The Customer shall indemnify Securitas in 

respect of any and all Loss that Securitas may incur in relation 
to third parties, including, for example, any other supplier to the 
Customer or the Customer’s staff, as a result of or in 
connection with the Agreement. 

8. INSURANCE 

8.1 Insurance. Securitas has taken out commercial- and products 
liability insurance for the entire contract period of the 
Agreement. The insurance does not cover Loss caused by the 
Customer’s acts or omissions or Loss otherwise covered by the 
Customer’s own insurance. Securitas is obliged to present an 
insurance certificate upon request from the Customer. 

8.2 Transfer of Risk. The Customer shall bear the risk for the 
Products from the time of delivery, or from the time any part of 
the Products is put into full or partial use, such as during 
testing—whichever occurs first. If the Products are owned by 
Securitas, the Customer shall bear the risk until Securitas has 
dismantled or collected the Products. 

9. TERMINATION  
9.1 Material breach by the Parties. Either Party may terminate the 

Agreement without notice in the event of the other Party’s 
material breach of its obligations under the Agreement. 
Securitas shall not be liable for the restoration of the 
Customer’s database, logs, internal network, or similar in the 
event of the Customer’s breach of contract. The following shall 
constitute a material breach:  

(i) the Customer’s failure to pay in a timely manner the 
Remuneration, any Loss or other amounts due under this 
Agreement;  
(ii) any material defect or repeated alleged defect by a Party in 
its obligations under the Agreement; or 
(iii) if a Party becomes insolvent, applies for restructuring, is 
declared bankrupt, or a third party files a bankruptcy petition 
against a Party and the Party has not provided satisfactory 
collateral.     
In the cases referred to in this clause, the Agreement may only 
be terminated if the defaulting Party has not remedied the 
breach within 8 days of being invited in writing to do so: 
However, in the event of repeated payment default, Securitas 
may terminate the Agreement without the Customer being 
given a remediation deadline.  
(iv) Securitas may terminate the Agreement in the event of a 
material change to Securitas’ insurance coverage relevant to 
the Agreement.  

9.2 Material breach. Securitas may terminate the Agreement 
without notice in the event of the Customer’s material breach of 
its obligations under the Agreement, including: 

(i) a change in any law, regulation or certification condition that 
materially affects or causes a material change in Securitas’ 
obligations under the Agreement or if the Securitas Services 
become subject to sanctions; 
(ii) an act or omission which, according to Securitas, may 
discredit Securitas’ business or reputation; or 
(iii) violation of ethical rules, etc. or entering into agreements 
with sanctioned parties as referred to in clauses 12.8 and 12.9. 

9.3 The Customer’s payment upon termination of the Agreement. 
In connection with the termination of the Agreement, the 
Customer is liable for payment for all Services 
performed/provided. If termination of the Agreement is 
because of material breach by the Customer, the Customer 
must indemnify Securitas in respect of any and all costs related 
to such breach. 

9.4 Exemption from provision of Service. On termination of the 
Agreement for any reason, Securitas is exempt from any 
provision of Services under the Agreement but retains its right 
of access to the place of Work(s) and is entitled to take 
possession of, protect and/or destroy Products belonging to 
Securitas. 

10. GROUNDS FOR EXEMPTION FROM LIABILITY, AND FORCE 
MAJEURE 

10.1 Grounds for exemption from liability, etc. Securitas shall not be 
liable for any Loss if compliance with this Agreement is delayed 
or prevented as a result of the following circumstances: Any 
circumstance beyond Securitas’ reasonable control that is not 
due to its negligence, such as a fire in the company, war, 
mobilisation or military build-up, expropriation, search, 
seizure/confiscation, currency restrictions, insurrection or civil 
unrest, hijacking, terrorist act, cyber attacks (targeted and 
systematic action by which someone attempts to penetrate or 
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penetrates one or more IT systems, e.g. as an act of warfare, 
terrorism or crime) against the company, epidemic, pandemic, 
serious or infectious viruses, general lack of transport, goods or 
operational staff, strike or other industrial disputes, severe 
weather involving government orders, orders for no bridge 
crossings, inadequate icy road control, failure to comply with 
response times during rush hours, health and safety conditions 
such that Services under the Agreement cannot be properly 
performed or are lacking, or delays by subcontractors caused 
by the above circumstances as well as other circumstances 
beyond Securitas’ control. 

10.2 Customer liability waiver. If there are grounds for exemption 
from liability for the Customer that prevent the Customer from 
complying with the obligations of the Agreement, the Customer 
shall indemnify Securitas in respect of any and all costs 
incurred by Securitas to secure and protect the Workplace(s). 
The Customer shall also indemnify Securitas in respect of costs 
relating to on-call staff, costs in accordance with the applicable 
collective agreement, subcontractors and equipment made 
ready or prepared with the Customer’s consent for the 
performance of the Services. 

10.3 Notice by the Parties. If the Parties claim release from liability 
pursuant to clause 10, each Party shall notify the other Party in 
writing without undue delay of the reason for the release from 
liability and of the events justifying the release from liability. 

10.4 Termination. With a minimum of 5 working days’ prior written 
notice, the Customer may terminate the Agreement and 
associated Services if compliance with the provisions of the 
Agreement is delayed more than 30 days, cf. clause 10.1.  

11. CONFIDENTIALITY AND DATA PROTECTION 
11.1 Confidential information. Each Party shall treat all information 

confidentially and shall not disclose any confidential 
information of the other Party in relation to this Agreement 
except as required in order to perform the Services and 
perform other obligations under this Agreement. Information 
shall be considered confidential if it is designated as 
confidential or if, taking into account all the circumstances at 
disclosure, it should have been considered confidential by the 
receiving Party. Written material from Securitas, including the 
Agreement, Contract, Service Description, business solutions 
and documents shall at all times be treated as confidential 
information under this provision and are protected by 
intellectual property laws. The duty of confidentiality applies 
without time limit and persists after the other parts of the 
Agreement have ended. 

11.2 Protection of information. The Parties acknowledge that access 
to and distribution of personal data by the other Party or its 
employees, business partners or related Parties may be 
necessary for the proper performance of Services as defined in 
this Agreement. Securitas may use information and data within 
the Securitas Group. Both Parties agree to exercise great care 
with any personal information obtained through the 
performance of the tasks of the Agreement, to comply with all 
applicable rules and regulations and to use such information 
only for the purpose of performance of its services under the 
Agreement.  

11.3 Data protection legislation. The parties must comply with the 
General Data Protection Regulation (GDPR) and Danish data 
protection legislation, in particular by introducing secure 
procedures and implementing organisational and technical 
measures.  

12. MISCELLANEOUS 
12.1 Independence. Securitas is an independent supplier. Nothing in 

this Agreement shall establish a partnership, business 
relationship, or relationship as employer and employee. 

12.2 Partial invalidity. If any provision of this Agreement is 
unenforceable, that provision shall be interpreted or modified 
to enable it to be enforceable under law. All other terms shall 
remain in effect.  

12.3 Precedence. In case of doubt, if any part of this Agreement 
conflicts with another part, the documents forming part of this 
Agreement shall prevail in the following order of priority:  

(i) the Contract or Securitas’ special agreement offer template;  
(ii) these Terms, unless other Securitas Terms explicitly waive 
them;  
(iii) the Service Description; and  
(iv) other documentation attached to the Agreement. 
 
In the event of any inconsistency between the English and the 
Danish version of General Terms and Conditions, the Danish 
version shall prevail. 

12.4 Notifications. Any notifications to be delivered under the 
Agreement must be in writing and sent by courier, post or e-
mail with proof of dispatch, addressed to the other Party at its 
address under the Contract or the address specified in writing 
by the other Party.  

12.5 Assignment. Neither Party may assign the rights and obligations 
under this Agreement without the prior written consent of the 
other Party, which shall not be unreasonably withheld. Securitas 
may assign the Agreement to a group company at any time. 

12.6 Entire Agreement. This Agreement constitutes the entire 
Agreement between the Parties with respect to the Services 
covered by this Agreement and supersedes any and all prior 
agreements and correspondence, verbal or written, between 
Securitas and the Customer. Any warranty, undertaking or 
promise by Securitas not expressly stated in the Agreement will 
be void. 

12.7 Supplements/addenda. Supplements/addenda to this 
Agreement, or parts thereof, apply to both Parties if signed by 
the authorised signatory or authorised person. With a minimum 
of 5 working days’ prior written notice, Securitas may amend 
this Agreement, including submitting a supplement to the 
Agreement. Changes resulting from changes in legislation or 
orders/instructions from public authorities beyond Securitas’ 
control will take effect without prior notice to the Customer.   

12.8 Ethical rules and Code of Conduct. The Customer must comply 
with international conventions and legislation in Denmark, 
including the principles of the UN Global Compact, the UN 
Declaration of Human Rights, the European Convention on 
Human Rights, including the prohibition of:  

(i) child labour;  
(ii) all discrimination;  
(iii) the exercise of coercion or the exploitation of involuntary 
labour; and  
(iv) corruption and bribery.  
The Customer must also comply with the ILO conventions on 
working hours and working conditions as well as Securitas’ 
current code of ethics/Values & Ethics. 

12.9 Sanctioned parties. The Customer warrants that the Customer 
is not and will not be listed on or identified on, or owned 
(directly or indirectly) or controlled by a person who appears on 
any sanctions list, trade embargo or similar reinforced 
measures imposed, administered or enforced by the UN, the EU 
or a comparable authority or institution.  

The Customer warrants that the Customer does not directly or 
indirectly enter into agreements or cooperation with 
companies, persons or organisations (parties) that are or will be 
listed on or appear on any sanctions list, trade embargo or 
similar reinforced measures imposed, administered or enforced 
by the UN, the EU or a comparable authority or institution.  
 
The Customer warrants that the Customer may not directly or 
indirectly engage in activities that are prohibited in relation to 
sanctions or similar reinforced measures imposed, 
administered or enforced by the UN, the EU or a comparable 
authority or institution.  

12.10 Authorisation, certification, collective agreement and criminal 
records, etc. Securitas maintains security guard authorisation in 
accordance with the security business legislation from time to 
time in force. Securitas is certified to the current ISO 9001 
(quality), ISO 14001 (environmental management) and ISO 45001 
(occupational health and safety management), is a member of 
the Confederation of Danish Industry and has entered into a 
security agreement with VSL (Guard and Security Employees’ 
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Union). Securitas complies with industry requirements and the 
requirements of Insurance and Pension (F&P).  

Before Securitas’ guards can be accepted for duty, their police 
record is reviewed and approved by the police. All guards 
document their police records every six months, including the 
staff at the Control Centre. All guards in the line of duty must 
carry a valid guard pass issued by the police. 

12.11 Effect after termination of the Agreement. This Agreement shall 
terminate upon expiry or upon termination of this Agreement in 
accordance with its provisions. Provisions which, according to 
their wording, take effect after termination shall remain in force 
between the Parties in accordance with the relevant provision. 

 
12.12. Securitas Digital Services. Securitas Digital Services. Any and all 

Securitas Digital Services procured under this Agreement are 
governed by this Agreement and the applicable terms and 
documents for Securitas Digital Services published and made 
available by Securitas at https://www.securitas.com/en/about-
us/securitas-digital-services--legal-documents (collectively, 
the “Online Terms”). In the event of any conflict or 
inconsistency between the Online Terms and this Agreement, 
the Online Terms shall prevail in relation to Securitas Digital 
Services.  

13. GOVERNING LAW AND JURISDICTION 
13.1 Governing Law, and Disputes. This Agreement is subject to and 

construed in accordance with Danish law with Glostrup Court 
as the proper venue if the dispute has not previously been 
settled amicably by escalation to the Executive Boards of the 
Parties. The conflict of law rule does not apply to the rules of 
international private law under Danish law. 

13.2 Arbitration. Notwithstanding clause 13.1, if a dispute has not 
been settled amicably, Securitas may choose that any dispute 
arising in connection with this Agreement, including disputes 
relating to the existence or validity of this Agreement, shall be 
settled by simplified arbitration by the Arbitration Institute in 
accordance with the rules adopted by the Arbitration Institute in 
this regard, which shall apply to the commencement of the 
arbitration proceedings. 
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